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Further Information 

The N8 Policing Research Partnership (N8PRP) enables research collaborations that help address the problems of 
policing in the 21st century. As a regional hub for research and innovation in policing it provides a platform for 
collaborations between universities, Police and Crime Commissioners (PCCs), Government, police forces, and 
other partners working in policing policy, governance and practice.  

Read more at www.n8prp.org.uk  

 
 
N8 is a partnership of the eight most research-intensive universities in the North of England: 
Durham, Lancaster, Leeds, Liverpool, Manchester, Newcastle, Sheffield and York 


